
Scam Alert: Impersonation via WhatsApp and Messaging Platforms  

Issued on 10 February 2026 

We have been made aware of fraudulent WhatsApp groups and messaging accounts falsely claiming 
to represent Nanhua Asset Management SG Pte. Ltd. and/or Nanhua Singapore Pte. Ltd. (“We”, 
“The Group”, “Nanhua”) 

These impersonators may:  

 Use our name, logo, or similar branding 

 Claim to offer investment opportunities, fund management services, or guaranteed returns 

 Request personal information, payments, or transfers via messaging platforms.  

The Group wishes to make it clear that these communications are NOT authorized and are not 
associated with us in any way.  

Our Official Communication Channels 

Nanhua does not:  

 Operate or manage investment offerings through WhatsApp, Telegram, or other public 
messaging groups 

 Solicit investors via unsolicited messages or social media platforms 

 Request payments, transfers, or sensitive personal information through messaging 
applications 

Only representatives who are duly licensed and authorised by the Monetary Authority of Singapore 
(“MAS”) will engage with you on behalf of the Company. 

All official communications are conducted only through our verified corporate channels, including: 

 Our official website is www.nanhua-am.sg and www.nanhua.sg 

 Our registered corporate email address is sales@nanhua-am.sg 

 Formal documentation issued directly by Nanhua  

If you are unsure whether communication is legitimate, please verify it directly with us before taking 
any action.  

What to do if you are contacted  

If you receive any suspicious messages claiming to be from or associated with Nanhua, we strongly 
advise you to:  

 Do not respond to the message  

 Do not provide personal, financial, or identification information 

 Do not make any payments or transfers  
 

Disclaimer  

Please be cautious and avoid sharing your personal information or conducting any investment related 
transactions through such suspicious channels or platforms. Should you come across such scam 
activity or any other suspicious solicitations, please refrain from responding to such attempts. If you 
have been approached by any individual or entities claiming to represent Nanhua for investment 
activities or if you have any doubts on their affiliation with Nanhua, please immediately reach out to us 
to verify their authenticity.  



You may also contact us directly via Official contact email at sales@nanhua-am.sg to verify any 
communication purportedly from us.  

 

 

-- END -- 

 


